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Abstract of the contribution: The contribution proposes a discussion of the solution alternatives for KI#2 and conclusions for the normative work.
Discussion
This contribution provides conclusion to KI#2 from TR 23.700-49, clause 5.2, “Enhancement of EAS and local UPF (re)selection”. 
There are 9 solutions for the KI#2 (solutions #8-#16)). Out of them, 7 solutions (solution #8, #9, #10, #11, #12, #15, #16) consider N6 latency, and 5 solutions (solution #9, #12, #13, #14, #15) consider EAS load.
Regarding the N6 latency consideration in the EAS discovery and (re-)selection, the main issue is whether the SMF should receive the N6 delay information from the AF or the L-PSA (UPF). The former alternative requires an additional complexity because the AF should continuously deliver the QoS monitoring requirement for those EAS IP addresses that are active at a given time. It is thus preferred that the AF provides the delay information rather than the L-UPF (PSA).
A complexity with performing the N6 latency measurements is that the other party (i.e., the one not performing the N6 measurements) should provide additional assistance information (e.g., measurement endpoint information) for N6 delay measurements. In the case when the AF provides the delay information to the SMF this can be avoided in the following way: instead of the N6 latency, the AF provides the end-to-end latency to the SMF and the SMF then subtracts the 5GC latency between the UE and L-UPF to infer the N6 delay. Such a solution for measuring and providing end-to-end latency has been proposed in SA6 SEAL, see TS 23.433, clauses 4.3 and 9.7. The SMF could use the data transmission query from 9.7.2.2 TS 23.433 to fetch the information, or SA2 could define some new means for the AF to provide the e2e delay to SMF (e.g., via NEF).
Observation 1: Regarding the N6 latency consideration in the EAS discovery and (re-)selection, the solution with smallest impact is when the AF provides the end-to-end delay to SMF.
Regarding the EAS load, the main issue is how the EAS load should be considered in the EAS (re-)discovery. A few solutions propose that the EAS load information is conveyed by the AF to the NEF and then to the SMF. 
· Cloud-internal load optimization mechanisms (load balancing, auto-scaling) are already designed to avoid server overload. 
· For the remaining cases of EAS overload protection, there is a simple and efficient service side centralized overload management already in place. The method is to manage the records in the DNS server to return the DNS response to the UE a list of EASes that are not overloaded. This method may also be used for load balancing among the EASes. We do not see how a distributed overload management by the different SMFs accessing the same EAS could have a superior performance: 
· Centralized vs distributed overload management: there may be different SMFs accessing the same EAS IP, and each of them should receive the required monitoring information and implements an overload protection mechanism.
· Reporting of EAS load by the AF via NEF to the SMF has an inherent latency, thus smaller load thresholds would have to be set even for the real-time measurements to avoid potential overload, which results in lower overall EAS utilizations then when the overload protection were done at the service side.
· It is unclear how the two mechanisms would interfere if both were in place. The DNS-based method may also be used for load balancing among the different EASes. If the SMF manipulated the list of EASes that were put in a specific order by the service DNS, this would result in a different EAS usage pattern that the service network expects. However, the SMF does not have EAS capacity information to take over the load balancing task.
Observation 2: Efficient server-side EAS overload protection mechanisms are already in place. None of the solutions for EAS discovery considering EAS load describe the benefits vs. and interworking with the current solutions.

Proposal
It is proposed to add these changes to TS.  23.700-49

***************** 1st change *****************
[bookmark: _Toc165010186]8.2	Conclusion for KI#2
The following principles are recommended in normative work for KI #2: Enhancement of EAS and local UPF (re)selection
-	SMF selects local PSA UPF considering N6 delay, when available.
-	SMF collects delay measurement information from the AF. For the normative phase it is proposed to leverage on the SA6 enabler functions (e.g., clauses 4.3 and 9.7 of TS 23.433 [x]) as far as possible with minimal changes, to provide the lowest impact on the current architecture.
Editor's note:	Whether SMF collects N6 delay measurements from the L-PSA UPF or from the AF is FFS
Editor's note:	Whether EAS load can also be used by the SMF/EASDF is FFS.
-	N6 delay between L-PSA UPF and EAS is measured by leveraging existing mechanisms (e.g., defined by IETF, PING, TWAMP, OWAMP, etc.)
-	Interaction between AF and 5GC may be needed to enable the measurement
-	The SMF does not consider EAS load information in the EAS and Local UPF (re)selection. It is assumed that EAS overload protection is achieved at the service side.
-	Solutions assuming NWDAF assistance should be pursued only if there is no impact on the current architecture and analytics.
Editor's note:	Details of such interaction are FFS.
Editor's note:	Whether the NWDAF should be involved is FFS.
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